Notice d’utilisation – Analyse Risques Biens

# Présentation

Ce document a pour but d’expliquer l’utilisation du fichier Analyse Risques Biens qui est un fichier Excel qui contient une énumération de l’ensemble des outils de pentest qui peuvent être rencontrés pour différents cas d’utilisation.

La classification des outils se fait en fonction de plusieurs critères et facteurs qui sont les suivants. L’ensemble de ces éléments sont répertoriés dans un onglet du fichier Excel différent :

* Les risques de confidentialité, intégrité et disponibilité encourus concernant l’ensemble des biens d’une infrastructure.
* Les attaques existantes concernant chaque risques, classifiées en fonction du niveau OSI de chaque attaque.
* Les outils associés pour chaque risque d’attaque.
* Une synthèse est présente pour couvrir tous les biens, risques d’attaques et attaques par outils et leurs cheat sheet correspondantes.

Un système de nomenclature permet de nommer les outils avec des étiquettes, afin de les référencer dans le dossier Excel qui se veut une base de connaissances d’outils de pentest.

# Utilisation de l’outil

Afin de parfaire l’utilisation du fichier Excel, voici plusieurs exemples d’utilisation du fichier :

1. Identifier la cible de la menace, c’est-à-dire le bien à attaquer, grâce à l’onglet RISQUES\_BIENS.
2. Les risques de confidentialité, d’intégrité et de disponibilité sur l’ensemble des biens que la menace peut atteindre.
3. Dans l’onglet RISQUES\_ATTAQUES, l’ensemble de risque sont associés à une attaque, attaque classifiée en fonction de son niveau ISO. Retrouver l’attaque en fonction du risque sélectionné, et du niveau OSI que vous souhaitez utiliser.
4. Dans l’onglet ATTAQUES\_OUTILS, l’association entre les attaques nommées précédemment et le nom des outils à sélectionner, les commentaires associés aux outils et les liens vers les sites officiels permettant d’exploiter les outils.